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Security Vs. Privacy



Technology, Distraction?
There were 500 apps on the first iteration of Apple’s App 
Store in 2008. In 2018, Apple announced that there 
were  20 million registered iOS developers. They have 
500 million weekly visitors to the App Store alone.  Total 
number of app downloads in 2018 was 194 billion.



The mission of the Seventh-day Adventist Church is to call all people to
become disciples of Jesus Christ, to proclaim the everlasting gospel
embraced by the three angels’ messages (Revelation 14:6-12), and to
prepare the world for Christ’s soon return.

SDA Mission



1 Corinthians 7:35 Now I say this for your own
benefit—not to put a restraint on you, but to
promote proper and constant service to the Lord
without distraction.
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Cyber Security Risks

1.DDoS
2.Hacking
3.Malware
4.Ransomware
5.Phishing (Most Often Used)





Ransomware
.- Today, we know that more than 1 out of every 5 businesses that are hit 
with Ransomware go out of business and cease all operations within a 
week or two after the attack occurs

.- Ransomware impacts on-premise and cloud backups just the same

.- the average cost to unlock the typical Ransomware attack has grown to 
around $10,000, the Ryuk strain of Ransomware now charges, on 
average, $288,000, per attack

.- The latest studies show that Ransomware downtime costs each infected 
entity around $8,500 per hour of downtime
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Ransomware Prevention 
Best Practices

.- Do not pay the ransom.

.- Make sure you have Backups on premise and on cloud with a good 
retention policy

.- Use VPN

.- Do make sure that all systems and software are up-to-date with relevant 
patches.

.- Use Antivirus and Firewall and good security policies



Cloud









Cybersecurity Best Practices
•Use VPN 

•Understand your shared responsibility 

•Compliance with identity and and access restrictions 

•Use secure endpoints 

•Keep in mind that simple errors can cause massive damage 



Cybersecurity Best Practices
•Keep in mind that simple errors can cause massive damage 

Did you know that 91% of successful data breaches 
started with a spear phishing attack?















The root of the problem



The root of the problem
•30% of organizations have sensitive/confidential information leaked through email 

•28% of phishing (email) attacks successfully steal your credentials 

•24% of phishing attack successfully infects systems with malware 

•13% of email as part of a CEO (Fraud) attack successfully trick one or more senior 

executive in the organization 



Let’s talk Solution
•Antivirus: 60% of data breaches can be stopped with a good AV 

•Multi-factor authentication.  

•Defend against Ransomware attacks storing files in the cloud. Google drive for 

business or OneDrive for business.  

•Educate employee on how to spot and report phishing emails, attachments, links 

and websites. 

•Used corporate solutions cloud based is a way to be better protected.



Let’s talk Solution


